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Disclaimer

User Manual

COPYRIGHT €2017 Hangzhou Hikvision Digital Technology Co., Ltd.

ALL RIGHTS RESERVED.

Anyand all information, including, among others, wordings, pictures, graphs are the properties of Hangzhou Hikvision Digital Technology Co., Ltd. or its subsidiaries (hereinafter referred to be “Hikwvision”). This user manual
(hereinafter referred to be “the Manual”) cannot be reproduced, changed, translated, or distributed, partially or wholly, by any means, without the prior written permission of Hikvision. Unless otherwise stipulated, Hikvision
does not make anywarranties, guarantees or representations, express or implied, regarding to the Manual.

About this Manual

This Manual is applicable to HikCentral Control Client.

The Manual includes instructions for using and managing the product. Pictures, charts, images and all other information hereinafter are for description and explanation only. The information contained in the Manual is
subject to change, without notice, due to firmware updates or other reasons. Please find the latest version in the company website (http://overseas.hikvision.com/en/).

Please use this user manual under the guidance of professionals.

Trademarks Acknowledgement

HIKVISION and other Hikvision’s trademarks and logos are the properties of Hikvision in various jurisdictions. Other trademarks and logos mentioned below are the properties of their respective owners.

Legal Disclaimer

TO THE MAXIMUM EXTENT PERMTTED BYAPPLICABLE LAW, THE PRODUCT DESCRIBED, WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, IS PROVIDED “AS IS”, WMITHALL FAULTS AND ERRORS, AND HIKVISION
MAKES NO WARRANTIES, EXPRESS OR IMPLIED, INCLUDING WITHOUT LIMTATION, MERCHANTABILITY, SATISFACTORY QUALITY, FITNESS FOR APARTICULAR PURPOSE, AND NON-INFRINGEMENT OF THIRD
PARTY. IN NO EVENT WILL HIKVISION, ITS DIRECTORS, OFFICERS, EMPLOYEES, ORAGENTS BE LIABLE TO YOU FORANY SPECIAL, CONSEQUENTIAL, INCIDENTAL, OR INDIRECT DAMAGES, INCLUDING, AVONG
OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS INTERRUPTION, OR LOSS OF DATAOR DOCUMENTATION, IN CONNECTION WITH THE USE OF THIS PRODUCT, EVEN IF HIKVISION HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

REGARDING TO THE PRODUCT WITH INTERNET ACCESS, THE USE OF PRODUCT SHALL BE WHOLLYAT YOUR OWN RISKS. HIKVISION SHALL NOT TAKE ANY RESPONSIBILITIES FOR ABNORMAL OPERATION,
PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER ATTACK, HACKER ATTACK, VIRUS INSPECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISION WILL PROVIDE TIMELY
TECHNICAL SUPPORT IF REQUIRED.

SURVEILLANCE LAWS VARY BY JURISDICTION. PLEASE CHECKALL RELEVANT LAWS IN YOUR JURISDICTION BEFORE USING THIS PRODUCT IN ORDER TO ENSURE THAT YOUR USE CONFORMS THE
APPLICABLE LAW. HIKVISION SHALL NOT BE LIABLE IN THE EVENT THAT THIS PRODUCT IS USED WITH ILLEGITIMATE PURPOSES.

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE LAW, THE LATER PREVAILS.




HikCentral Control Client User Manual

Description

As one of the key components of HikCentral, the Control Client provides multiple operating functionalities, including real-time live view, PTZ control, video playback and download, alarm receiving, log query, and so on.

This user manual describes the function, configuration, and operation steps of the HikCentral Control Client. To ensure the proper usage and stability of the client, please refer to the contents below and read the manual

carefully before operation.
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Function Modules

Control Panel of HikCentral Control Client:

Notes:
o The displayed modules on the control panel vary with the License you purchased. For detailed information, please contact our technical support engineers.
* You can drag the icons on the control panel to set the icon order.

« Ifyou change your PC resolution or text size after running the client, you have to restart the client to take effect of the new settings.

Video Analysis Maintenance Management

Smart Wall Download Center

i

[=] vspiayer Local Picture
People Counting Health Monitoring

E‘] Broadc

H A ot e Control

v

Playback
E] Two-Way Audio
Q

Video Search

Live View Enter the Live View page to view the live video of the connected cameras.

Playback Enter the Playback page to play the video files.

Video Search Enter the Video Search page to search the video files.

Enter the Aarm Center page to view and manage alarm information received by|

Video Alarm Center
the Control Client.
Map Enter the Map page to view and manage hot regions, hot spots, and labels.
MR Check the vehicle passing information recorded and generate the traffic flow

report of the ANPR (Automatic Number Plate Recognition) camera.

People Counting Enter the People Counting page to generate the people counting statistics.

Video Analysis R Generate the heat map for the camera to analyze the visit times and dwell time
at Map
of customers in a configured area.

Enter the Health Monitoring page to monitor senvice, storage, and camera

Maintenance Health Monitoring
running status, and provides assurance of system maintenance.
Open Smart Wall to displayvideo on smart wall. For details, refer to Smart
Smart Wall
Wall.
] VSPlayer Open VSPlayer to play the local video files.
Broadcast Select the camera(s) to start broadcasting.

Alarm Output Control  Turn on/off the alarm outputs of the connected devices.

Two-Way Audio Select the camera for woice talk.

Download Center Enter the Download Center page to check and manage all the download tasks.

Enter the Local Picture page to manage the captured pictures stored on local

Local Picture
Enter the Local Recording page to manage the video files recorded on local
Local Recording
Management
Log Enter the Log page to search and back up log files.
sys Enter the System page to set the general parameters, file saving paths, alarm
tem

sounds and application settings for live view and playback, etc.

o View the basic information of the Control Client, License information, and get

p

the user manual.

In the upper-right comer of the main page, the following icons are available in the toolbar:

You can:

Hover cursor over to check the device configuration exception. You can click view to enter the Health Monitoring page for details;

Ifthe resources of the HikCentral have changed (e.g., more cameras are added), a red dot will appear on the top right comer of the . You can diok. to synchronize with the VSM(Video Sunweillance Management
Senver) to get the latest resources;

Click to enter the Download Center page;

The number shown on the top right corner of the dicates the received alarm (started and not acknowledged) number after running the client, click it to enter the Aarm Center page;

3



HikCentral Control Client User Manual

Click - to view the Local PC's network usage, CPU usage, and RAMusage;

Click the user name to switch the login user, and change the password of current user;

Note: For changing the password, please refer to Changing Password.

\iew the system time and time zone.

Click E to lock the client screen operations.

The client will be auto-locked after a time period of inactivity. The following hint box with countdown will pop up before auto-locking the client. You can click in the hint box to interrupt the auto-locking.

Client will be locked in 15

Ifthe client s locked, click the appearing unlock icon and input the password to unlock. You can also click Exit to ext the Control Client.
Note: For setting the auto-locking and the time period, please refer to the User Manual of Hik Central Web Client.
Ifthe VSMis offline, an icon B win appear and twinkle in the toolbar, indicating the connection with the VSMis failed, and the client is trying to connect again.
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Installing and Uninstalling the Client

If you need to access HikCentral via the Control Client over the network, you should install the Control Client on your PC.
Installing the Control Client
Perform the following steps to install the HikCentral Control Client.

Steps:
1. Double-click the program file - (HikCentral_Client_V1.1_XXXXXXXX) to enter the Welcome panel of the InstallShield Wizard. Click Next to start the InstallShield Wizard.

kCentral Cl

Welcome to the InstallShield Wizard for
HikCentral Client

The InstallShield Wizard will install HikCentral Client on
your computer. To continue, click Next.

2. Click Browse and select a directory to install the Control Client. Click Next to continue.
3. Read the pre-install information and click Install to begin the installation.

Apanel indicating progress of the installation is displayed.
HikCentral Client - InstallShield Wizard g

s “

The InstallShield Wizard is installing HikCentral Client

Installing
D:\Program Files (x86)\HikCentral\Client\Qt5Core. dil

.
InztaliShield

4. Read the post-install information and click Finish to complete the installation.
Note: You can also use the basic installation package (HikCentral_V1.1_XXXXXXXX) to install the Control Client. Select the Custom mode and select to install the Control Client. For details, refer to the User Manual of
HikCentral Web Client.

Uninstalling the Control Client

Steps:
1. Bxtthe Control Client.
Note: The following procedure of standard system module removal may be slightly different according to the different OS versions.

2. Inthe Windows' Start menu, select Control Panel.

* [fusing Categoryview, find the Programs category, and click Uninstall a program.

« Ifusing Small icons or Large icons view, select Programs and Features.
3. Inthe list of currently installed programs, right-click the HikCentral Client.
4. Select Uninstall and follow the removal instructions.
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Login via Control Client

You can access HikCentral for operation via the Control Client.

R ded R ing Envir t

The followings are the recommended system requirements for running the Control Client.
o Operating System: Mcrosoft Windows 7 (32/64-bit), Windows 8 (32/64-bit), Windows 8.1 (32/64-bit), Windows 10 (64-bit), Windows Server 2008 R2 (64-bit), Windows Server 2012 (64-bit)
o CPU: Intel®Core™ 5-4500 @ 3.3 GHzand above
* Memory: 8 GB and above

e Video Card: NVIDIA® Geforce GTX970 and above
Four Situations for Login

Two kinds of users (normal user and domain user) are supported for accessing the HikCentral. Refer to the User Manual of Hik Central Web Client for the detailed introduction and configuration.
Note: When a new version of Control Clientis detected during login, you will be asked to update the client.
Here we introduce four situations for logging in to the HikCentral via the Control Client.
o For normal login with user name and password (not first time), see Normal Login (Not First Time) for details.
e For login with domain user, see Domain User Login for details.
¢ When normal user (except admin user) logs in the system for the first time, he/she should change the initial password and seta new password for login. See First Time Login for details.
« Ifthe user's password is reset to the initial admin user password by admin user, he/she should change the initial password and set a new password for login. See Change Password for Reset User and
Login for details.
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Normal Login (Not First Time)

Purpose:

You can log in to the system with the HikCentral user name and passwordl in Normal Login mode.

Steps:

1.

w N

N o o &

Double-click @ on the desktop to run the Control Client.

Server Address Welcome English v

https

Remember Password

Enable Auto-login

gin
Hide Server Address

Show QR Code

MNormal Login Domain Login

Select the Normal Login tab on the bottom-left.
Input the server parameters.
YYou can click Hide Server Address or Show Server Address to hide or show the panel.
o Transfer Protocol: Select the transfer protocol either HTTP or HTTPS.
o Server Address: Input the address (IP address or domain name) of the VSMthat you want to connect to.
o Port: Input the port No. of the VSM By default, it's 80 for HTTP and 443 for HTTPS.
Input the user name and password.
(Optional) Check Remember Password checkbox to store the password.
(Optional) Check Enable Auto-login checkbox to log in to the software automatically.
Click Login to login.
The Control Client home page will be displayed.
Notes:
« Iffailed password attempts of the current user are detected, you are required to input the verification code before you can log in. The failed password attempts from current client, other client and other address will

all require the verification code.

The failed password attempts from current client, other client (e.g., Control Client) and other address will all be accumulated. Your IP address will be locked for a specified period of time after a specific number of
failed password or verification code attempts. For detailed settings of failed login attempts and locking duration, refer to the User Manual of HikCentral Web Client.

By default, the account will be frozen for 30 minutes after 5 failed password attempts. The failed password attempt from current client, other client (e.g., Control Client) and other address will all be accumulated.

The password strength can be checked by the system and should meet the system requirements. If password strength is lower than the required minimum strength, you will be asked to change your password.
For detailed settings of minimum password strength, refer to the User Manual of Hik Central Web Client.

If your password has expired, you will be asked to change your password when logging in. For detailed settings of maximum password age, refer to the User Manual of HikCentral Web Client.
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Domain User Login

You can log in to the system with domain account in Domain Login mode. For setting the domain user, refer to the User Manual of Hik Central Web Client for the detailed introduction.
Steps:
1. Double-click @ on the desktop to run the Control Client.
2. Select the Domain Login tab on the bottom-right.
3. Input the server parameters.
YYou can click Hide Server Address or Show Server Address to hide or show the panel.
o Transfer Protocol: Select the transfer protocol either HTTP or HTTPS.
o Server Address: Input the address (IP address or domain name) of the VSMthat you want to connect to.
o Port: Input the port No. of the VSM By default, it's 80 for HTTP and 443 for HTTPS.

Server Address Welcome English v

https LI -

Remember Password

Enable Auto-login

gin
Hide Server Address
Show QR Code
MNormal Login Domain Login

4. Input the domain user name and password.
5. (Optional) Check Remember Password checkbox to store the password.
6. (Optional) Check Enable Auto-login checkboxto log in to the software automatically.
7. Click Login to login.
The Control Client home page will be displayed.
Notes:
If failed password attempts of current user are detected, you are required to input the verification code before you can log in. The failed password attempt from current client, other client and other address will all

require the verification code.
The failed password attempts from current client, other client (e.g., Control Client) and other address will all be accumulated. Your IP address will be locked for a specified period of time after a specific number of

failed password or verification code attempts. For detailed settings of failed login attempts and locking duration, refer to the User Manual of HikCentral Web Client.

By default, the account will be frozen for 30 minutes after 5 failed password attempts. The failed password attempts from current client, other client (e.g., Control Client) and other address will all be accumulated.
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First Time Login

Purpose:

Bydefault, the system pre-defined the administrator user named admin. When you log in to the system for the first time, you are required to create the admin password on Web Client before you can properly configure and
operate the system.

Note: See User Manual of HikCentral Web Client for details of creating a password for the admin user on the Web Client.

When other user (except admin user) logs in to the system for the first time, he/she should change the initial password and set a new password for login.

Perform the following steps when normal user (non-admin) accesses the system via Control Client for the first time.

Steps:
1. Double-click @ on the desktop to run the Control Client.
- X
Server Address Welcome English v
* http https
Server Address x
| Remember Password
Enable Auto-login
Hide Server Address
Show QR Cade
MNormal Login Domain Login
2. Selectthe Normal Login tab on the bottom-left.
3. Inputthe server parameters.
‘You can click Hide Server Address or Show Server Address to hide or show the panel.
o Transfer Protocol: Select the transfer protocol either HTTP or HTTPS.
o Server Address: Input the address (IP address or domain name) of the VSMthat you want to connect to.
o Port: Input the port No. of the VSM By default, it's 80 for HTTP and 443 for HTTPS.
4. Input the user name and password.
Note: The initial password for a normal user (non-admin) is Abc123.
5. Click Login and the following hint box pops up.
Error Code: VSM[266]{Login for the first time. Please change the password.)
Close
6. Click Close to continue.
7. Setthe new password and confirm the password.
< Login Page - X

Welcome

o The password strength can be checked by the system. For your privacy, you must set the password to something of your own choosing (using a minimum of 8 characters, including upper case letters, lower case
letters, numbers, and special characters) in order to increase the security of your product.
* Proper configuration of all passwords and other security settings is the responsibility of the installer and/or end-user.

8. Click Login to change the password.

9
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YYou enter the Control Client home page after you successfully change the password.

10
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Change Password for Reset User and Login

Purpose:
If the normal user's password is reset to the initial password by the admin user, when logging in, he/she should change the initial password and set a new password.

Perform the following steps if the normal user's password is reset to the initial password.

Steps:
1. Double-click @ on the desktop to run the Control Client.
- X
Server Address Welcome English v
http https
rer Address 4
| Remember Password
Enable Auto-lagin
Hide Server Address
Show QR Code
MNormal Login Domain Login
2. Select the Normal Login tab on the bottom-left.
3. Input the server parameters.
YYou can click Hide Server Address or Show Server Address to hide or show the panel.

o Transfer Protocol: Select the transfer protocol either HTTP or HTTPS.

o Server Address: Input the address (IP address or domain name) of the VSMthat you want to connect to.

o Port: Input the port No. of the VSM By default, it's 80 for HTTP and 443 for HTTPS.
4. Input the user name and password.

Note: The initial password for normal user (non-admin) is Abc723.
5. Click Login and the following hint box pops up.
Error Code: VSM [264] (The password has been reset. Change the password.)
Close
6. Click Close to continue.
7. Setthe new password and confirm the password.
¢ Login Page — X
Welcome

o The password strength can be checked by the system. For your privacy, you must set the password to something of your own choosing (using a minimum of 8 characters, including upper case letters, lower case
letters, numbers, and special characters) in order to increase the security of your product.
* Proper configuration of all passwords and other security settings is the responsibility of the installer and/or end-user.
8. Click Login to change the password.
You enter the Control Client home page after you successfully change the password.

1
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Download Mobile Client

The QR code for downloading the Mobile Client is also available on the login interface. Click Show QR Code to show the QR code and scan the corresponding QR code with your mobile phone to download the Mobile
Client. For a detailed introduction about the Mobile Client, refer to the User Manual of Hik Central Mobile Client and User Manual of HikCentral HD Mobile Client.
Note: You can also search and download the Mobile Client in the App Store or Google Play.

Scan QR Code to Download
Mobile Client Welcome English v

admin

Remember Password

Enable Auto-login

Show Server Address

[OEA el Hide QR Code
Android Android
Phone Tablet
MNarmal Login Domain Login

12
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Changing Password

Perform the following steps to change the password of the current user.
Steps:

1. Click the user name field in the upper-right corer and click Change Password to open Change Password window.

User Name

*0ld Password

*New Pagsword

*Confirm Password

“ Cancel

2. Input the old password, new password and confirm the password.

o The password strength can be checked by the system. For your privacy, we strongly recommend changing the password to something of your own choosing (using a minimum of 8 characters, including upper case
letters, lower case letters, numbers, and special characters) in order to increase the security of your product.
* Proper configuration of all passwords and other security settings is the responsibility of the installer and/or end-user.
3. Click OKto sawe the settings.
Note: You will not be force logged out after changing the password. When logging in to the clients next time, you are required to input the new password.

13
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Live View

Purpose:
The Live View page is used to view live video of the connected cameras. You can also control PTZ cameras, manually record video footage, capture images, and view instant playback.
]
Live View

Click on the control panel to enter the Live View page.

‘ e HikCentral

‘ Search

1]

10.18.147 142
10.18.147 1
10.18.147.160
yaojz_test
10.18.130.13
10.18.147 143
test_anpr_10.66.72.5
132.15_shangmu
test_lig

132.9 ALARM
10.16.147 64
10.18.128.120

=
|
=
=
H
|
H
|
|
=
|
=

10.18.128.121

H 10.18.147.145_atmdvr
H 1018132151

B 10.18.147.145

H 1018 147 1—omvif

B ipc_wpb_alarmOnWall
1018 132 51_peoplecount

Navigation Panel:
E Camera/Area Mode
.
View Mode

.

.

.

\iew a list of available cameras and areas created by the system administrator.

Create a custom view groups and views of available cameras.
Edit existing view groups and views.
Control a PTZ camera.

Create presets for PTZ cameras.

. PTZ Control Mode

Live View Toolbar:

.

Create patrols for PTZ cameras.

.

Create pattems for PTZ cameras.

In Live View, the following buttons are available at the bottom of the page:

. . Hide/Display Camera List Hide/Displaythe camera list panel.

Disable/Enable Audio Adjust volume/Turn on/off audio in Live View.
Save View Save the current live view windows as a new view.
E Stop All Stop the live view of all cameras.
E Window Division Setthe screen layout.
! Full Screen Displaythe live view in full-screen mode. Press the Esc keyto exit.
E Configuration Enter the Live View Settings in System to customize the Live View toolbar. For details, refer to Live

View Settings.

After starting a live view, the live view is shown as follows in the display area:

14
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Move the mouse to the lower edge of the live view display window and the following toolbar icons are available:

Notes:

e Ifnotall icons are displayed, you can dicknto show the hidden icons.

¢ Youcan dickg to enter the Live View Settings in System to customize the Live View toolbar. For details, refer to Live View Settings.

The following icons are available on the toolbar:

Capture
Print Captured Picture

Start/Stop Recording

Switch to Instant Playback

E Start Two-way Audio

Open Digital Zoom
Enable 3D Positioning
Open PTZ Control
Fisheye Expansion

Camera Status

Arming Control
Stream Switch

Live View on Smart Wall

Capture the picture in the live view.

Capture the current picture and then print the picture.

Start/Stop the manual recording. The video file is stored on the local PC.

Switch to instant playback mode. You can select the playback time.

Click to start the two-way audio of the camera in Live View. Two-way audio must be supported by the
camera.

Note: This function is not supported by the cameras added in to the Remote Site.

Enable the digital zoom function. Click again to disable the function.

Note: When in the software decoding mode, you can capture the zoomed in picture after enabling
digital zoom function.

Enable the 3D positioning function. Click again to disable the function.

Enable (Pan, Tilt, Zoom) PTZ control function on the display window. Click again to disable the
function.

This icon is available for the Fisheye camera for entering the Fisheye expansion mode. For details,
referto Live View in Fisheye Mode .

Select Camera Status to show the camera's recording status, signal status, and connection
information.

Open the Aming Control window of the camera in Live View.

Click to switch the live view stream to main stream or sub-stream.

Click to view the live video on the smart wall. For details, refer to Smart Wall.

15



HikCentral Control Client User Manual

Starting and Stopping Live View

Cameras are displayed in two modes: Camera/Area mode and View mode. In View mode, you can create window divisions and create display views of cameras to quickly access later.
Starting a Live View for One Camera

Steps:
1. Open the Live View page and click. to enter the Camera/Area mode.
2. (Optional) Click and select the window division mode shown in the display area.
3. Click ” to listthe cameras in the area.

4. Drag the camera to the display window, or double-click the camera name after selecting the display window to start the live view. The selected window is outlined in red.

Note: You can drag the video of the camera in Live View to another display window if needed.
Starting Live View for an Area

Steps:

1. Open the Live View page and click. to enter the Camera/Area mode.
2. Double-click the area name, or drag the area to the display window, and click Play in Batch to start the live view.
Note: You can also select Single-Screen Auto-Switch for the area live view. Refer to Auto-Switch in Live View for detailed operation.

Note: The display windows adapt to the number of cameras in the area.
Starting Live View in View Mode

Steps:

. Open the Live View page and click. to enter the View mode.

(Optional) Click ] to open Add View Group window.

N

i. Setaname.
ii. Click OKto add a view group.
In this way, you can manage the views by group.

Select a view group (optional), click the = to open the view adding window.

>

Enter the view name and click OK

The new view is in a 4-window mode by default.

(Optional) Click the - and select a window layout for the new view.

o

Click . to enter the Camera/Area mode.

N o

Drag the camera to the display area, or double-click the camera name after selecting the display window to start the live view.

g

Click the Save to save the new view.

After setting the view, you can select the view to displayit. You can also quickly switch to the added view from the drop-down view list above the displayarea.

~ [l Public View

View20161201142209
View20161201170451
View20161205150902
View20161206133236
View20161209153853
View20161212153524
View20161213131331

% B Miswe Grann?0464204

The following icons are also available on View Mode page:

2 Edit the custom view / view group, or save the current view / view group as another
4 Edit View
view / view group.

]| Delete View/View Group Delete the custom view or view group.

T 4 Adjust View Position ~ Move the custom view or view group up or down in the list.
Stopping a Live View

Steps:
1. Select the display window.

2. Click H that appears in the upper-right comer when the mouse pointer is over the display window. You can also click in Live View toolbar to stop all the live views.
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Auto-Switch in Live View

Camera Auto-Switch

Purpose:
Auto-switch displays all cameras in an area or view folder in one window and switches between them at a configurable interval.

Steps:

. Open the Live View page and clickn to enter the Camera/Area mode.

. Select a display window for camera auto-switch.

. Drag the area to the display window.

ENERAENN)

. In the pop-up menu, select Single-Screen Auto-Switch.

5. Move the mouse to the auto-switch window, clickn or' to adjust the switching interval, click! or. to view the previous or next camera, click - to pause the auto-switch.
View Auto-Switch

Purpose:
The custom views belonging to the same view group will switch automaticallyin view auto-switch. The custom views and view group need to be added before proceeding.

Steps:

1. On the Live View page, clicl to enter the View mode.
2. Drag a custom view group to the display window, and the views belonging to the view group will start switching automatically.

Note: The two pre-defined groups (Public View and Private View) cannot be selected to start auto-switch.
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PTZ Control in Live View

The Control Client provides PTZ control for cameras with panftilt’zoom functionality. You can set the preset, patrol and pattern for the cameras on the PTZ control panel.

Note: The PTZ control function must be supported by the camera.

On the Live View page, click . to enter the PTZ Control mode.

&

- = v

Preset1

Preset2

Preset3

Preset4

Preset5

Presetf

Preset7

Preset8

Preset9

Preset10

The following buttons are available on the PTZ control panel:

Lock the PTZ for a designated time period. When the PTZ is locked,
users with lower PTZ control permission levels cannot change the PTZ|
& controls.

INote: For details about setting the PTZ control permission level, refer
to the User Manual of HikCentral Web Client.

{m Cancel the PTZ lock.

> B |Direction Button, Auto-scan and PTZ speed

44 [Zoom +/-

70 Focus +-
% 0 Iris +/-
o |Auxiliary Focus
3D Positioning
iJ Light
D Wiper

Lens Initialization

Configuring the Preset

Purpose:
Apresetis a predefined image position which contains configuration parameters for pan, tilt, zoom, focus and other parameters. You can also set a virtual preset after enabling digital zoom.
Perform the following steps to add a preset:

Steps:

\ 3
. Click \ to enter the PTZ preset configuration panel.

N

Click the direction buttons on the PTZ control panel to move the camera to the desired view, or click and zoom in the view.
3. Selecta PTZ preset number. from the preset listand click £ A
4. Enter the name of the preset in the pop-up dialog box.
5. Click OKto sawe the settings.

To call a configured preset, double-click the preset, or select the preset and click ®.

To edit a configured preset, select the preset from the listand click & .

To delete a configured preset, select the preset from the list and click X .
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Configuring the Patrol

Purpose:

Apatrol is a scanning track specified bya group of user-defined presets (including virtual presets), with the scanning speed between two presets and the dwell time of the preset separately programmable.
Before you start:

Two or more presets for one PTZ camera need to be added.

Perform the following steps to add and call a patrol:

Steps:

[
. Click = to enter the PTZ patrol configuration panel.
. Select a patrol number from the drop-down list and click E .
. Select Device Preset or Virtual Preset as the preset type.

. Click + to add a preset, and set the dwell ime and patrol speed.

[S B NI AN

. Repeat the above operation to add other presets to the patrol.

By default, the first preset is added to the patrol list. Double-click the preset, speed, and dwell time to access a drop-down configuration list.

o

. Optionally, you can double-click the field of the preset to edit the settings, or click * to remove the preset, orclick ©  * to adjustthe preset position.

~

. Click OKto sawe the patrol settings.

™

. Click ® to start the patrol. To stop the patrol, click (=}
Notes:

« Up to eight patrols can be configured.

e The dwell time ranges from 1 to 30s.

« The patrol speed ranges from 1 to 40.
Configuring the Pattern

Purpose:

Patterns can be set to record the movement of the PTZ.
Perform the following steps to add a pattern:

Steps:

. Clickthe " button to enter the PTZ pattern configuration panel.

2. Click © tostart recording the movement pattern.

3. Use the direction buttons and other buttons to control the PTZ movement.
4. Click (=] to stop and save the pattern recording.

5. Click the ® icon to call the pattem. To stop calling the pattern, click ®.

Note: Only one pattern can be configured, and the newly-defined pattern will overwrite the previous one.

19



HikCentral Control Client User Manual

Manual Recording and Capture

Manual Recording in Live View

Purpose:
The Manual Recording function allows you to record the live video on the Live View page manually and store the video files on a local PC.
Steps:

1. Mowve the mouse to the live view display window to show the toolbar.

2. Click k=2 in the toolbar of the display window to start the manual recording. The icon tumns to . .

3. Click. to stop the manual recording.

Adialog with the saving path of the video file you just recorded will open. Click Open Folder to verify the video file.

Notes:
e During the manual recording, a Recording will be displayed in the upper-right corner of the display window.
« The saving path of video files can be set on the Local Configuration interface. For details, see File Saving Path Settings .

e The video cannot be stored if there is less than 2GB of free space on the PC.
Viewing Local Video Files

Purpose:
The manually recorded files in Live View are stored on the PC where the Control Client is running. You can view the video files.
Steps:
1. On the Control Panel right panel, click Local Recording to enter the Local Recording page.
2. Click Z to select the camera(s) to be searched from the camera list and click Close to close the camera selection window.
3. Inthe Time field, set the time period for the search.Select Custom Time Interval to specify the start time and end time for the search.
4. Click Search. The video files recorded between the start time and end time will be displayed.
¢ To upload the video files to a configured FTP senver, select the checkbox(es)) to select the files or select the All checkbox to select all the found video files, and click Upload. Click Start All to start uploading the
selected files. You can also click Upload Queue to verify the uploading status.
Note: To upload the video files to FTP senver, the FTP settings need to be configured before proceeding. For details, see File Saving Path Settings.
« Tosave anew copyofavideo file on a local PC, select the checkbox(es) to select the files or select the All checkbox to select all the found video file(s), and click Save As.
o Todelete video files, select the checkbox(es) to select the files or select the All checkbox to select all the found video files, and click Delete.

Local Recording

Camera & Al Save as 1, Upload T Delete =T Upload Queue
@ Camera 07
@ Camera 08

@ Camera 05

@' Camera 06

@ Camera 09

'@' Camera 10

@ Zero Cameral_10.18.147

@ Camera 02

@ Camera 04

@ Camera 05

@ Camera 06

@ Camera 07

@ Camera 08

@ Camera 09

@ Camera 10

@ Camera 11

@ Camera 12

@ Camera 13

Search

To playa video file using the VSPlayer, click@ on the video file..

Note: For detailed instructions about VSPlayer, cIickE and select User Manual to view the VSPlayer user manual.
Capturing a Picture in Live View
Steps:

1. Move the mouse to the live view display window to show the toolbar.
2. Click

in the toolbar of the display window to capture a picture.
Asmall dialog with the saving path of the picture you just captured will open, and you can click Open Folder to verify the picture.
To edit the picture, click Ediit to open the following interface.
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Ci/HikCentral/capture/20170105/10.66.72.11_|pr_LPR_4AZ4FWD-IZHS 72.11 01_2017010504143... |

The mouse is now a drawing tool. Drag on the captured picture to draw as desired.

You can click Browse to select the saving path and click Save as to save the edited picture to the directory.

Notes:

« The saving path of the captured pictures can be set on the Local Configuration interface. For details, see File Saving Path Settings .
« The picture cannot be stored if there is less than 512VB of free space on the PC.

Viewing Captured Pictures

Purpose:
The captured pictures in Live View are stored on the PC on which the Control Client is running.
Steps:

1. On the Control Panel right panel, click Local Picture to enter the Local Picture page.

2. Click g to select the camera(s) to be searched from the camera list and click Close to close the camera selection window.
3. Inthe Time field, set the time period for the search. You can select Custom Time Interval to specify the start time and end time for the search.
4. Click Search. The pictures captured between the start time and end time will display.
5.

. Double-click the captured picture to enlarge it for a better view.

o To upload pictures to a configured FTP server, check the checkbox(es) to select the pictures or check the All checkboxto select all the found pictures, and click Upload. Click Start All to start uploading the selected

pictures. You can also click Upload Queue to verify the uploading status.
Note: To upload the pictures to an FTP server, the FTP settings need to be configured before proceeding. For details, see File Saving Path Settings .

To save a new copy of a picture on a local PC, select the checkbox(es) to select the pictures or select the All checkboxto select all the found pictures, and click Save As.
To delete pictures, select the checkbox(es) to select the pictures or select the All checkboxto select all the pictures, and click Delete.

To print the selected pictures to a printer connected via the network, select the checkbox(es) to select the pictures or select the All checkboxto select all the found pictures, and click Print.

Local Picture

Camera 4 Al | Bl savess T, Upload = Print [ Delete =T Upload Queue

Camera 07

Camera 08

Camera 05

Camera 06

Camera 09

Camera 10

®

Zero Cameral_10.18.147

Camera 02

Camera 04

Camera 05

Camera 06

Camera 07

Camera 08

Camera 09

Camera 10

Camera 11
Camera 12

Camera 13

Search
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Instant Playback

Purpose:
Video files can be played back instantly on the Live View page. Instant playback starts playing the recording of the last 5 minutes.
Before you start:
‘You should configure the recording schedule for the camera via the Web Client. For details, please refer to User Manual of HikCentral Web Client.
Steps:

1. Starta live iew and move the mouse to the live view display window to show the toolbar.

2. Clickﬂ to start the instant playback.The video is identified as Playback in the upper-right comer of the display.

‘You can drag the timeline to play the video files for a specific time.

3. Click to stop the instant playback and go back to the live view.

|
06:00 12:00 . 7 0 00:00

1>

Single Frame (Reverse) Play back the video files frame by frame in reverse.

Reverse Play/Pause  Playback the video file in reverse.

Pause/Play Pause / Start the playback of the video files.

Single Frame Play back the video files frame by frame.
SIawIFast Forward Decrease/Increase the play speed of the instant playback.

Capture Capture a picture of the video during instant playback.

Print Captured Picture Capture the current picture and then print the picture.

Start/Stop clipping the video. The clipped video file is stored on

Start/Stop Clipping
the PC.
Enable the digital zoom function. Click again to disable the
Open Digital Zoom
function.
Add a custom tag to the video file to mark an important video
Tag Control point. You can also edit the tag or go to the tag position
conveniently. For details, please refer to Normal Playback.
Lock Lock the video file and set the locking duration.
Download Download the playback video.
Click to switch the live view stream to main stream or sub-
Stream Switch
stream.
Switch to Live View Switch to the Live View mode.
Zoom In/Out Timeline  Zoom in or zoom out the timeline bar.
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Custom Window Division

Purpose:

The client provides multiple pre-defined window divisions. You can also create custom window divisions.

Steps:

[

o >

6.

. Open the Live View page and click on the Live View toolbar at the bottom of the page.

Click Add to show the custom window division panel.
Note: Up to five custom window divisions can be added.
Input the name for the new window division.

Select the window division to use.

Drag your mouse to select the adjacent windows, and click Joint to merge them as a whole window. You can also click Cancel to cancel the merge.

Click Save to confirm the settings and ext. Click and select the custom window division for playing live video.

Notes:

YYou can also enter the Playback page and perform the steps above to configure the custom window division.

For playback, up to 16 windows can be played back at the same time. Acustom window division with more than 16 windows is invalid for playback.
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Live View in Fisheye Mode

Starting Live View for One Camera

Purpose:

You can play the live video of the Fisheye camera in Fisheye expansion mode.

Steps:

. Start the live view for a Fisheye camera (refer to Starting and Stopping Live View).

Move the mouse to the live view display window and dick to enter the Fisheye expansion mode.

2.
3. Select the mounting type of the Fisheye camera.
4. You can select the expand mode for live view as desired.
« Fisheye: In the Fisheye view mode, the whole wide-angle view of the camera is displayed. This view mode is called Fisheye because it approximates the vision of a fish's convexeye. The lens produces
cunilinear images of a large area, while distorting the perspective and angles of objects in the image.
* Panorama: In the Panorama view mode, the distorted Fisheye image is transformed to a normal perspective image.
e PTZ The PTZview is the close-up view of a defined area in the Fisheye view or Panorama view, and it supports the electronic PTZ function, which is also called e-PTZ
Note: Each PTZ view is marked on the Fisheye view and Panorama view with a specific navigation box You can drag the navigation box on the Fisheye view or Panorama view adjust the PTZ view, or drag the PTZ
view to adjust the view to the desired angle
PTZ Control

In PTZmode, you can use the PTZ control to adjust the PTZ window.
Note: The PTZ panel varies according to different devices.
o Selecta PTZwindow, and click one of the direction buttons to adjust the view angle.

Note: You can drag within the Fisheye or panorama window to change the view angle of the PTZ window.

e Selecta PTZwindow, and click @ to start auto-scan, and click it again to stop auto-scan.

o Drag the slider around the direction buttons to adjust the speed of the PTZmovement.

——
e« < S, Zoomin or zoom out the selected PTZ window . Or you can scroll the mouse wheel to zoom in or zoom out.

Preset

Apresetis a predefined image position which contains information of pan, tilt, zoom, focus and other parameters. Please follow the steps below to configure the preset.
Steps:
1. Clickthe “‘ tab to enter the PTZ preset configuration panel.
2. Click the direction buttons on the PTZ control panel to move the camera to the desired view.
3. Selecta PTZ preset from the listand click £ .
4. Input the name of the preset in the dialog box.
5. Click Confirm to save the settings.
To call a configured preset, double-click the preset, or select the preset and click ® .
To edit a configured preset, select the preset from the list and click E .

To delete a configured preset, select the preset from the list and click X,
Patrol

Note: You can click 4 * to showthe patrol tab.

Apatrol is a scanning track specified by a group of user-defined presets. The scanning speed between two presets and the dwell ime of the preset are separately programmable. Please follow the steps below to
configure a patrol.

Before you start:

Two or more presets for one PTZ camera need to be added.

Steps:

(o
. Clickthe ™= tab to enter the PTZ patrol configuration panel.

Select a patrol.
Click + to add a preset, and set the dwell time and patrol speed.

H w N

Repeat the above operations to add other presets to the patrol.

By default, the first preset is added to the patrol list. Double-click the preset, speed, and dwell time to access a drop-down configuration list.

@

Optionally, you can click double dlick the corresponding field of the preset to edit the settings, or click * to remove the preset, orclick ©  * to adjust the preset position.

o

Click OKto save the patrol settings.

~

Click ® to call the patrol. To stop the patrol, click (=}
Notes:

e Up to eight patrols can be configured.

« The dwell time ranges from 1 to 30s.

e The patrol speed ranges from 1 to 40.
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Other Functions in Live View

Auxiliary Screen Preview

Live video can be displayed on different auxiliary screens to monitor multiple scenes. Click abovwe the display window area to open an auxiliary screen. Up to three auxiliary screens for live view are supported.

Digital Zoom

Move the mouse to the live view display window and click les. Use the left key of mouse to drag a rectangle on an area you wish to zoom into in the lower-right/upper-left direction.

Two-Way Audio

Move the mouse to the live view display window and click E Two-way audio function enables audio on the supported cameras for the live video and the real-time audio from the camera. For other operations, refer to
Tools.
Note: This function is not supported by the cameras added in Remote Site.

Camera Status

Move the mouse to the live view display window and click . The camera status, such as recording status, signal status, connection number, etc., can be detected and displayed. The default inspection interval for the

camera status is 3 minutes.

Arming Control

Move the mouse to the live view display window and click The status of the enabled event detection (e.g., motion detection, video loss) of the camera displays, such as arming status, alarm name and alarm level. You

can click Disarm or Disarm All to disable the event detection and set the disarming duration. You can also click Arm or Arm All to enable the event detection.
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Playback

Purpose:

‘You can search the video files by area, camera, or event, and then play the videos back remotely.

Before you start:
Set the recording settings for the camera via the Web Client. For details, please refer to the User Manual of HikCentral Web Client.

Playback

Click the icon on the control panel to enter the Playback page.

‘ @ HikCentral232

‘ Search

> 10.18.147.142

B RSM_NOSMS_Local
B RSM_NOSMS_CVR

B RSM_NOSMS_Cloud
18 RSM_SMS _Local

B RSM_SMS_CVR

E RSM_SMS Cloud

B test

B pos_duyinyinadd_147.143

H fetest-area
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Normal Playback

Purpose:

You can search the video files byarea or camera for the Normal Playback.

Seal

rching Video Files for Normal Playback

Steps:

w N

Eal

. Enter the Playback page.

Drag the camera, or area to the display window, or double-click the camera, or area to start the playback.

Cliok on the toolbar to select the date and time to search the video files.

The date with video files will be marked with a triangle in the calendar.

Note: Searching video files via the calendar is not supported by the cameras added in to a Remote Site.

Click on the playback toolbar to filter the videos.
* Select the video file type for playback.
o Select the storage location of the video files for playback. For setting the storage location of recording settings, refer to the User Manual of Hik Central Web Client.
o Select the video stream type if the camera supports dual-streams.

Playing Video Files

After

searching the video files for the normal playback, you can control the video playback in the following ways:

Timeline

The timeline indicates the time duration for the video files, and the video files of different types are color coded.

You can clicklj orli‘ to zoom in or zoom out on the timeline bar. You can also use the mouse wheel to zoom in or zoom out on the timeline.
YYou can drag the timeline bar to go to the previous or the next time period.

Thumbnails

Hover your cursor over the timeline to take a quick view of the video thumbnails. Click the thumbnail to play back the video of the specific time. You can move the mouse to the top of the thumbnail bar and drag to adjust

o
the height of the thumbnails when the mouse changes into . Click E<l to lock the thumbnail bar above the playback timeline. Click to hide the thumbnail bar automatically.
Note: The thumbnail function should be supported by the device.

Camera 02 ]

2016/09/27 11:15:38 [E

Locking Files
Move the mouse to the playback window. Clickﬂ icon and set the locking duration to protect the video file from being overwritten when the HDD is full and it cannot be deleted as well.
Note: Locking files is not supported by the cameras added in to a Remote Site.

Playback Toolbar:

IPCamera 0

2016/07/20 08;

On the Playback page, the following toolbar icons are available:

Hide/Display Camera List  Hide/Displaythe camera list panel.
Disable/Enable Audio Adjust volume/Turn on/off audio in playback.
Async/Sync Playback Click to play back the video files synchronously/asynchronously.

Single Frame (Reverse) Play back the video files frame by frame in reverse.

Reverse Play/Pause Start/Pause playing back the video file in reverse.
Pause/Start Playback Pause/Start the playback of the video files.
Single Frame Playback the video files frame by frame.
_ Slow/Fast Forward DecreaselIncrease the play speed of the playback.
Stop All Stop the playback of all cameras.
Window Division Setthe screen layout.
Full Screen Display the video playback in full-screen mode. Press Esc to exit.
Enter the Playback Settings in System to customize the Playback toolbar. For
Configuration
details, refer to Playback Settings.
Display the video types as desired. E.g., you can select to display only the
Filter event recording.

Select the storage location for playback.

Move the mouse to the display window in playback to show the playback toolbar:

Note: You can click

to enter the Playback Settings in System to customize the playback toolbar. For details, please refer to Playback Settings.

The following icons are available on the Playback toolbar:
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Capture Capture a picture in the playback process.

Print Captured Picture  Capture a picture and printit.

Start/Stop Clipping Start/Stop clipping the video file. The clipped file is stored on the PC.
Add custom tag for the video file to mark the important video point. You can also
Tag Control
edit the tag or go to the tag position easily.
Lock the video file and set the locking duration.
E Lock Video
Note: Locking files is not supported by the cameras added in to a Remote Site.
Enable the digital zoom function. Click again to disable the function.
Open Digital Zoom Note: When in software decoding mode, you can also capture the zoomed in
picture after enabling digital zoom function.
Download Download the video files from the camera to store the files on your PC.
This icon is only available for Fisheye camera for entering the Fisheye playback
Fisheye Expansion .
mode. For details, please refer to Fisheye Playback.
Seta VCArule on the searched video files to find the videos where VCAevents
E VCA Playback
occur, including motion detection, intrusion detection, and line crossing detection.
Enter the Health Monitoring page to show the camera's recording status, signal
Camera Status
status, connection number, etc.
Stream Switch Click to switch the video stream to main stream or sub-stream.
@ Playback on Smart Wall  Click to view the playback on smart wall. For details, refer to Smart Wall.

Click to start transcoding. You need to set the resolution, frame rate and bitrate for
Transcoding Playback  transcoding.
Note: Onlyvideo files stored on DVR/NVR devices support transcoding playback.

Tag Control

Purpose:
‘You can add tags during playback to mark the important video footage. You can also use video tag(s) to search for video files and position time points.
Note: This function is not supported by the cameras added in to a Remote Site.
Steps:
1. During playback, move the mouse to the display window and dick on the Playback toolbar.

2. Inthe Add Tag panel, enter a name and description for the tag.

3. Click E to set the tag duration. You can also move the mouse to the timeline in the Add Tag panel and drag the mouse until it changes to ﬁ to adjust the tag duration.
4. Click Save to save the tag.
For searching the tagged video, refer to Video Clip Search.

Downloading Video Files

Purpose:

You can download video files from the camera and save them to your PC or connected USB device.
Steps:

1. During playback, move the mouse to the display window and c{ick on the Playback toolbar.

2. Inthe Download panel, click = to set the ime duration. You can also move the mouse to the timeline and drag the mouse until it changes to ﬁ to adjust the time duration.

- to set the saving path for the downloaded video.
4. Selectthe file format.

3. Clicl

You can select MP4 or Al. For AVl, you can set password to encrypt the video file.
5. (Optional) Check Go to Download Center and Download VSPlayer. to enter the Download Center and start downloading the ViSPlayer automatically after starting to download the video files.
6. Click Save to start downloading the videos.
If you want to download all the video files of the cameras currently shown in Playback, click Download All above the display window and select the cameras to download their videos.

To view the download process, refer to Download Center.
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Synchronous Playback

Purpose:
Use synchronous playback, to synchronize the video playback of two or more cameras.
Note: Video files from up to 16 cameras can be played back simultaneously.
Steps:
1. Enter the Playback page.
2. Start playback of video files (refer to Normal Playback). At least two cameras should be in playback and the search time should be same.
3. Click &= in the toolbar to enable the synchronous playback. The cameras displayed in Playback will start synchronous playback.
4. To disable the synchronous playback, click .
For other playback control instructions, refer to Normal Playback. Some icons may not be available for synchronous playback.
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Fisheye Playback

Purpose:
You can play the video files of a Fisheye camera in Fisheye expansion mode.
Steps:
1. Enter the Playback page.
2. Selecta Fisheye camera and start playback. For detailed configuration about playback and playback control, refer to Normal Playback.

3. Mowe the mouse to the display window and click to enter the Fisheye Expansion Mode. Select the expand mode for playback as desired.

Note: You can select the mounting type of the device and the related expanding mode will be listed.

o

Fisheye: In the Fisheye view mode, the whole wide-angle view of the camera is displayed. This view mode is called Fisheye because it approximates the vision of a fish’s convexeye. The lens produces cunilinear

images of a large area, while distorting the perspective and angles of objects in the image.

°

Panorama / Dual-180° Panorama / 360° Panorama: In the Panorama view mode, the distorted Fisheye image is transformed to normal perspective.

°

PTZ: The PTZ view is the close-up view of a defined area in the Fisheye view or Panorama view, and it supports the electronic PTZ function, which is also called e-PTZ.
Note: Each PTZ view is marked on the Fisheye view and Panorama view with a specific navigation box You can drag the navigation box on the Fisheye view or Panorama view to adjust the PTZ view, or drag the
PTZ view to adjust the view to the desired angle.

For other playback control instruction, refer to Normal Playback. Some icons may not be available for Fisheye playback.
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Map Management

Purpose:

After properly configuring the map settings via the Web Client, you can view the Remote Site maps and get the live view of the cameras on the Remote Site map. You will get a notification message from the map when an

alarm is triggered.

Click on the control panel to enter the Map page.
o For the site without an RSMmodule, you can preview the E- map, including hot spots, hot regions, and labels.
« For the site with an RSMmodule, you can view the Remote Site added in this site and click the site icon on the map to view details, including site location, remark information, alarm number, and site map.
o Ifthere is anyalarm triggered, you can click the alarm number on the GIS map to view the alarm details.
Notes:
o Ifyou enable the GIS map function of the Central System via Web Client, you enter the configured GIS map by default.
o Ifthe GIS map doesn't show property, you can click View Site Map to view the current site's and Remote Site's E-map. For details, see Viewing E-map.
Use the mouse wheel or click the zoom bar to zoom in or zoom out on the map.

Note: Click Web Client to enter the HikCentral Web Client and add a map. For managing the map, refer to the User Manual of Hik Central Web Client.
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Viewing E-map

Purpose:

When you enter the current site map or Remote Site map, you can get the live view of the cameras on the site map, and you will get a notification message from the map when an alarm is triggered.

Click site icon on the map to display the site details and click View on the Site Map area to view the site map details.

Note: You should configure the site map via the Web Client. For details, refer to the User Manual of HikCentral Web Client.
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Use the mouse wheel to zoom in or zoom out on the map. You can click-and-drag the blue window in the lower-right corner or use the direction buttons and zoom bar to adjust the map area view.

The following icons are available on the Map page:

. .Hdell]sp!ay Map List Hide/Displaythe map list panel.

Add Label
Capture

Print

Show Eement

Full Screen

Add a label with description to the map.

Note: Adding label is only available for Remote Site map.
Take a picture of the map.

Take a picture of the map and then print the picture.

Select to show the elements on the map.

Display the map in full-screen mode. Press the Esc keyto exit.
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Previewing Hot Spots

Purpose:
The cameras, alarm inputs, and alarm outputs added on the map are called the hot spots. The hot spots show the locations of the cameras, alarm inputs, and alarm outputs, and you can also get the alarm information of
the sunweillance scenarios through the hot spots.
Steps:
1. Click the hot spot and a dialog pops up offering the access to the related functions of the hot spot display.

For the camera hot spot: You can select to check the live view and playback of the camera, view its status, area, remark, set the arming control, view and save the log information of the history alarm.
Note: To view the live view and playback of the camera, the user should be assigned with permissions of live view and playback of the camera. For details, please refer to the User Manual of Hik Central Web

Client.

For an alarm input hot spot: You can view its status, area, remark, set the arming control, view and save the log information of the history alarm.

For an alarm output hot spot: You can tumn on or off the linked alarm output.

y
2. Ifthere is anyalarm triggered, the alarm icon will appear on the top right comer of the hot spoticon @ , the map icon displays as £ . You can click the hot spot to check the alarm information.
Arming Control

Purpose:
Arming control provides the functionality to arm and disarm the hot spots.
Steps:
1. Click the hot spot and click Arming Control to activate the Aming Control dialog.
2. The status of the enabled alarms (e.g., motion detection, video loss) displays, such as alarm name, alarm priority and source IP address.
‘You can click Disarm or Disarm All o disable the alarm(s) and set the disarming start time and duration.
You can also click Arm or Arm All to enable the alarm(s).

If you set to disable the alarm in a scheduled time, you can click Cancel Schedule to cancel this schedule.

Example: If you set the disarming duration as 1 hour, then the event detection will be enabled again after 1 hour.

Arming Co

} Arm All @) Disarm Al Alarm Status~  Alarm Priority ~

Alarm Name | Amlarm Sour... | Alarm Priority | Disarming Start Time | Disarming Durati.. | Arming.. | Operation

132.9_vca-Motion Detection  10.18.132.9 ON Disarm

132.9_vea-Line Crossing 10.18.132.9

132.9_vca-Region Entrance  10.18.132.9 ON Disarm
132.9 vcaRegion Exiting ~ 10.18.132.9 OoN Disarm
132.9_vea-ntrusion 10.18.132.9 ON Disarm
132.9_vea-Face Detection  10.18.132.9 oN Disarm

ON Disarm

History Alarm

Purpose:

You can check the log files related to the alarm.

Steps:

. On the pop-up dialog, click History Alarm to activate the HistoryAlarm window.

N =

. For the hot spot of an ANPR camera, you can select the Event Source as ANPR, and input the license plate number to search the history alarms of the specified vehicle.

For the hot spot of an ANPR camera and other cameras, you can select the Event Source as Camera, and select the event type to be searched.

w

. Set the start time and end time.

»

Select the triggering event and storage location from the drop-down list.

@

Click Search to start searching the log files of the alarm.

The search results with detailed information will be displayed on the list panel .
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Alarm Source Type ® Camera Time | Last Hour .
Triggering Event | Region Exiting = Storage Location | Central Storage s
Alarm Na;ne | Alarm Priority | Triggering Eve... | Alarm Time | status | Alarm Category | Description
132.9_vea Region Exit... Region Exiting 2016-12-19 20:48:10  Unacknowledged
132.9_vea-Region Exit._ Region Exiting 2016-12-19 204517 Unacknowledged
132.9_vca-Region Exit Region Exiting 2016-12-19 20:43:31 Unacknowledged
132.9_vca-Region Exit._ Region Exiting 2016-12-19 20:42:25 Unacknowledged
132.9_vca-Region Exit__ Region Exiting 2016-12-19 20:42:16 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:41:21 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:40:55 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:40:03 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:39:26 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:38:25 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:38:22 Unacknowledged
132.9_vca-Region Exit... Region Exiting 2016-12-19 20:358:07 Unacknowledged
ltem Per Page: Seif-adaptive = %
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Previewing Hot Regions

Purpose:
The hot region function links one map to another map. When you add a map to another map as a hot region, an icon of the link to the added map is shown on the main map. The added map is called child map while the
original map to which you added the hot region is the parent map.
Steps:
1. Click the hot region and a window opens displaying the related functions.
You can view its status, name remark, and go to the linked child map.
2. Click Go to Hot Region to jump to the child map and view the elements added on the hot region.

3. Ifthere is an alarm triggered in the hot region, the alarm icon will appear in the upper-right comer of the hot region icon @.
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ANPR

Purpose:

For Automatic Number Plate Recognition cameras, the license plate recognized by the camera shows on the left side of the live view display window. You can move your mouse to the license plate and dick. to enter
the ANPR page to check the related vehicle passing information recorded by the camera.

Note: This module will displayif the License you purchased contains ANPR functionality. For detailed information, please contact our technical support engineers.
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Viewing ANPR Camera in Live View

Steps:

|

Live View

. Click on the control panel to enter the Live View page.

(Optional) Click and select the window division mode for live view.

w N

Drag the ANPR camera from the device tree on the left to the display window,
or double-click the ANPR camera name after selecting the display window to start the live view.

During the live view of the selected ANPR camera, the license plate number of the passing vehicle is recognized and displayed on the right side of the live view window.

B DONOTCHANGE
VicHest

10.18.132.8 -

-
10.18.132.2_PC

10.18.147.17
10.18.132.12
10.18.130.40

happy

zz

10.18.147 25—omif
10.66.74.55
10.66.72.23
192.168.0.107_onf
10.66.72.20
192.168.0.222——omif
10.18.132.31_LPR
10.18.139.222

J =l
=l
J =l
=l
J =l
[ =l
=l
[ =]
=l
[ =l
=l
[ =]
=l
[ =l
=l
[ =l
[ =l

mxl_test
1B 10.18.130.28_lpr
1B 10.18.147.131 LPR_NVR
@ c: 03
g 10.18.137.36
@ test4321
LPR 10.18.132.31

4. Click. next to the license plate number to enter the ANPR page to search the related vehicle passing information recorded by the camera. For details, refer to Vehicle Search.
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Vehicle Search

Purpose:
If the added camera is an Automatic Number Plate Recognition (ANPR) camera and is properly configured, the information on the vehicle license plate recognized by the camera and the related vehicle passing information
recorded by the camera can be searched.

Note: For configuring number plate recognition rules, please refer to the camera's user manual.

Perform the following steps to search for a vehicle.

Steps:
1. Click on the control panel to enter the ANPR page, or in the live view display of an ANPR camera, you can move the mouse to the recognized license plate and click. to enter the vehicle search page.
w Picture Video
Camera i3 Cauntry/Region | All 08-24-2047 Thu 00:39:25
Plate Number Reset
Owner
Time | Taday =
Plate Number | vehicle Passing Ti... | Camera.. | Owner | Phone | Country/Region
20170824 00:39:32  Cameral 1 French
201708-23 22.40:50  Cameral_1 French
201708-2322:38:01  Cameral_1 French : : Fi5
20170823 174366 Cameral L Einch i ; ;
e e
201708-2317:3751  Cameral_L French
2017-08-2317:34:01  Cameral L French G
201708-2317:0754  Cameral_L French Owner
2017-08-2315:18:17  Cameral_1 French Phone
201708-2316:0329  Cameral_L French
= Vehicle Information
GUPRLi A LT el brench Vehicle Passing Time 2017-08-24 00:39:32
201708-2313:35:11  Cameral_L French Country/Region French
2017-08-23 13:2659  Cameral L French
Device Information
Camera Name Cameral 10.6672.15
tem Per Page” | Seff-adaptive ~ >

2. Click to expand the search panel.

3. Set the search conditions to display the required information.

I. In the Camera field, click B to select the ANPR camera(s) added to the VSMfor search.
Note: OnlyANPR cameras will displayin this field when selecting cameras.
II. (Optional) Set the country or region, plate number, and vehicle owner for search.
lll. Setthe time for search.
You can select to search the vehicles today, yesterday, current week, last 7 days, and last 30 days.
You can also click Custom Time Interval to set the search time range.
4. Click Search. The vehicle passing records matching the search conditions will display. You can click Reset to reset the search condition.
5. Click an item and the related vehicle picture, video and other information display on the left panel.

I. Click the Picture or Video tab to view the captured vehicle picture or view the video file of the passing vehicle.

IIl. When viewing the video file of passing vehicles, you can clickm or to pause or resume the playback.

Click to export a video file to a local PC.
lll. Click Edit to modify the recognized license plate number as needed.
6. Click Export in the upper-right comer to export the searched vehicle records to a PDF file.

Note: Up to 100 vehicle records can be exported at one time.
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Video Search

Purpose:

You can search the video files stored on local devices or a Recording Server. You can also perform video clip searches for content with VCArules, such as line crossing detection.

Q

W viceo seach
Click on the control panel to enter the Video Search page.
- | T | 8
Ty Time Range | Timelength | Tag Name | Operation
® Tag
Locked Files
Segment
Interval
Transaction Event @
ATM Event
Camera B
Time
Today -
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Video Clip Search

Purpose:
You can search for video clips bytag, locked file, segment or interval. You can also search the transaction event which contains POS information and ATMevent.
Notes:
« For searching transaction event, the device should support this function and the device should be configured with POS text overlay:
« For searching ATMevent, the device should support this function and the device should be configured with transaction rules.
Enter the Video Search page and select Video Clip tab to search for the video clips.
Steps:
1. Select the video clip type.
2. For tagged video, you can input the keyword of the tag name for searching.
For locked video, you can search the camera's locked video file.
For segment video, set the segment number.
For interval video, set the time interval.
For transaction event, go to step 4.

For ATMevent, go to step 5.
m™ e
3. In this camera panel, click -+ and select the cameras you want to search. Move the mouse to the selected camera and click ® to switch the storage location between Main Storage or Auxiliary Storage.
Note: Up to 16 resources can be selected for search at the same time.

4. (Optional) For searching the transaction event, perform the following steps.

Input the keywords that are contained in the POS information. You can input up to 3 keywords by separating each one with a space.
If you input more than one keyword for query; you can select “|” to search the POS information containing any of the keywords, or select “&” to search the POS information containing all of the keywords.

. Check Case Sensitive checkboxto search the POS information with case-sensitivity.

iii. Inthe Camera field, select the device to search the transaction information.
You can click =] to switch the storage location between Main Storage or Auxiliary Storage, and switch the stream between Main Stream or Sub-Stream .
5. (Optional) For searching the ATMevent, perform the following steps.
i. Input the card number that is contained in the ATMinformation.
ii. Inthe Camera field, select the device to search the transaction information.
You can click = to switch the storage location between Main Storage or Auxiliary Storage, and switch the stream between Main Stream or Sub-Stream
Note: Onlyvideo clips stored in local device can be searched.
6. In Time field, set the time period for searching. You can select Custom Time Interval to specify the start time and end time for the search.
7. Click Search to find the related videos.
The search results will be displayed on the right.
After searching the videos, you can perform the following operations.

e Click - to start remote playback of the video clip.

o Click B to download the selected video clip.
o Click Download All and select the format to download all the searched video clips.

o Click Play All to play back all of the searched video clips of the selected camera from the first clip.
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VCA Playback

Purpose:

You can search video files where VCArules exst to and find the video where a VCAevent occurs, including motion detection, intrusion, and line crossing.

Motion Detection: Get all the related motion detection events that occurred in the pre-defined region.
Intrusion Detection: Detect whether there are people, vehicles and other moving objects infruding into the pre-defined region.
Line Crossing Detection: Bi-directionally detect people, vehicles and other moving objects that cross a virtual line.

Notes:

This function should be supported by the device.

Video files stored on a CVR do not support motion detection.

Steps:

1.

[S I NN

® N o

Enter the Playback page, select the camera and start the normal playback (refer to Normal Playback), move the mouse to the displaywindow and dlick 2 to enter the VCAPlayback interface.
Or you can click Video Search on the control panel, and select the VCA Playback tab to enter the VCAPlayback interface.

Cameras which support VCAplayback will display on the camera tree.

. Select the camera to search the video where the VICAevent occurs.

. In the Time field, set the time period for the search. You can select Custom Time Interval to specify the start time and end time for the search.
. Inthe Draw VCARule field, click 4 to open the rule settings window.

. Selectthe VCAtype, and draw the detection region.

Notes:
« For Motion Detection, click [l and drag on the playback window to set the grid rectangle as the detection region. Or you can click to set the area shot by the camera as the detection region.
o For Intrusion Detection, click il and then click on the playback window to set the vertex for the detection region.
o For Line Crossing Detection, click il and then click on the playback window to set the beginning point in the area and move the mouse and click again to set the end of the line.

o To delete the drawn region, click I to remove it.

. Click OK to sawe the settings.
. Drag the slider to set the sensitivity.
. Click Search and the CAevents occurring in the defined area will be displayed.

Click - to start remote playback of the video file.

Click to download the selected video file.

Click Download All and select the format to download all of the searched video files.

Click Play All to play back all of the searched video files of the selected camera from the firstfile.

For other playback control instructions, refer to Normal Playback. Some icons may not be available for VCAPlayback.
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People Counting Statistics

Purpose:
You can view the people counting statistics of a people counting camera in a line chart or histogram. The detailed data can also be exported to local storage.
Before you start:
Add a people counting camera to HikCentral and properly configure the camera with a people counting rule for the required area.
Notes:
* People Counting Statistics is not supported by the Remote Site.

« To add a people counting camera, please refer to the User Manual of Hik Central Web Client. To configure the people counting camera, please refer to the user manual for the camera.

Click the icon to enter the People Counting page.
Camera G
Enter -
Report Type
Daily Report v
Time
2016-12-05 ]
Steps:

1. Enter the People Counting page.

Click -+ to select the people counting camera(s) to search.

N

Notes:

o Onlypeople counting cameras will display here.

o Up to four people counting cameras can be selected for statistics at the same time.
Select the report type.

Four report types are available: daily, weekly, monthly, and annual. You can also customize the time interval.

15

»

In the Time field, set the time period for the search.

For Custom Time Interval, you need to set the start time and end time.

o

Click Search and the statistics will be displayed in the right panel.

=

In the drop-down list, select to show the entered, exted, or both entered and exited statistics.

By default, the statistics are shown in line chart form. You can click to switch it to histogram.

~

Click the line or rectangle to play the linked video.

®

(Optional) Click Export to save the detailed data of people counting to a local PC in *.CSV format.
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Heat Map

Purpose:

Heat map is a graphical representation of data represented by colors. The heat map function of the camera is usually used to analyze the visit imes and dwell time of customers in a configured area.

Before you start:

Please add a heat map network camera to the HikCentral and properly configure the corresponding area. Please refer to the User Manual of Hik Central Web Client for details The added camera should have been
configured with heat map rule. Please refer to the User Manual of the heat map network camera for details.

Note: Heat Map is not supported by the Remote Site.

Click the BSES5588 icon on the control panel to enter the Heat Map page.

Q

> 1 DONOTCHANGE

> B yfdtest

> fH 10181328

> 10.18.132.2_PC

> 1B 10.18.147.17

> 1B 101813212

> 1 10.18.130.40

> 18 happy

> Bz

> 1B 10.18.147.25—onvif

> B 10667455

> 1 10667223

> 192.168.0.107_omif

> 8 10667220

> 192.168.0.222—onvif

> 18 10.18.132.31_LPR

> 18 1018139222

Report Type

Daily Repert -
Time

2016-12-05 &l
Fry | |
Steps:

1. Enter the Heat Map page.
2. Click to select a heat map camera in the area panel.

Note: Only heat map camera will display here.

1<

Select the report type as needed.

Four report types are available: daily report, weekly report, monthly report, and annual report. You can also customize the time interval.

»

Click ] to specify the time or time period as desired.

For Custom Time Interval, you need to set the start time and end time.

o

Click Search and the heat map of the camera displays. In the heat map, the red color block (255, 0, 0) indicates the most welcome area, and blue color block (0, 0, 255) indicates the less-popular area.

=

(Optional) Click Export to save the heat map report (PDF file) to your PC.
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Smart Wall

Purpose:

‘You can display the decoded video streams from the encoding devices on smart wall.

Before you start:

Please add the smart wall via Web Client first. For details, refer to the User Manual of Hik Central Web Client.
Click the Smart Wall on the control panel to pop up the Smart Wall window.

Smart Wall

@ Hikcentral-wendy -

> B

‘  m |

¥ 2 *

Y

Preset 1

N

Preset 2

Preset 3

W

i}

Preset 4

N

Preset 5

MiN MAX

u

Preset 6

5l

Preset 7

i

The following icons are available on the title bar.

. Click to synchronize the smart wall information.
Note: When the smart wall of the HikCentral have changed (e.g., more smart wall are added), a red dot will appear on the top right comer of the icon.
- Click to select Auto-Switch Stream Type to switch the stream type automatically or select Display Window No. to display the window No. on the
smartwall.
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Decoding and Displaying

Purpose:

After setting the smart wall via Web Client, the video streams from the camera can be decoded and displayed on the smart wall.
Steps:

. Enter the Smart Wall page.

[

Select the encoding device type.

‘You can select Camera or Signal Source.

w

Select the site to display the cameras added on this site.

Note: Itis only available for the central system with Remote Site Management module (based on the license you purchased).

>

Drag the camera or signal source from left panel o the display window of smart wall.

The video stream from the camera will be decoded and displayed on the smart wall.

o

Select a display window which is linked with the camera.
The video of the camera displays on the window in the lower panel of the interface. You can also perform the PTZ control function. For details about PTZ control, refer to PTZ Control in Live View.

Smart Wall

Camera -
@ HikCentral hd
Search Q

~ B 101813252
> 101813215
> 1018147131
> H 1018147145

& 4 = IS
Preset 1
¥ Preset2
< @ > % Preset 3
¥ Preset4
Preset 5
Preset 6

Preset 7

©oa @

The following icons are available on smart wall.

. Set the window division for the selected display window of smart wall.
Stop the decoding and displaying for all the windows.

. Note: For the locked windows and alarm linked windows, you cannot stop the decoding and displaying
of the windows.

. Savwe the current settings to the view or to other view. In this way, you can easily view the required live

videos on the smart wall by calling this view

. . Unlock or lock the window. When you lock the window, you cannot display the video on this window or
stop decoding and displaying on the window.
Stop the decoding and displaying of the window.

[ | Note: For the locked window and alarm linked window, you cannot stop the decoding and displaying of

the window.

Displaythree / two smart walls in line.

Display the smart wall in the center of the window.
When you move your mouse on the live view window, the following icons are available:

Click to switch the live view stream to main stream or sub-stream.

Enable PTZ control function on the display window. Click again to disable the function.

Switch to instant playback mode. For details, refer to Instant Playback.
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View Settings

Purpose:

You can set the view settings and organize the views into a group for displaying the video on smart wall conveniently. You can also perform view auto-switch function.

Add View Group

Purpose:
‘You can add a view group to manage the views.
Steps:
1. Click Smart Wall on the control panel to pop up the Smart Wall window.

to enter the View window.

3. Click ~* to pop up Add View Group dialog.
4. Inputthe group name.
5. Click OKto add the group.

After adding the view group, you can perform the following operations.
« Select the view group and click “ to edit the view group name.

* Select the view group and click I to delete the view.

Add View

Purpose:
You can add the frequently used cameras and smart walls as the custom view and organize the views into the view group for displaying the video on smart wall conveniently.
Steps:

1. Click Smart Wall on the control panel to pop up the Smart Wall window.

2. Drag the cameras to the display window of the smart wall.

Click to enter the View window.

3.

4. Selectone view group.

5. Click 1~ to pop upAdd View dialog.

6. Inputthe view name.

7. Click OKto save the view.

After setting the view, you can click the view to start decoding and displaying the video of the cameras on smart wall conveniently. You can also perform the following operations.
¢ Selectone view and click = to edit the view name.
¢ Selectone view and click [y to delete the view.

e Selectone view and click i or + to move up or down the view to adjust the order.
View Auto-Switch

Purpose:
You can switch the added views belonging to the same view group automatically.
Note: At least two views should be added in to one view group.
Steps:
1. Click Smart Wall on the control panel to pop up the Smart Wall window.

2. Click to enter the View window.
3. Setthe auto-switch interval beside the view name.
4. Click ' beside the view group name.

The views belonging to the view group will start switching automatically:
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Alarm Center

Purpose:

The alarm information (for example, motion detection alarm information) received by the HikCentral Control Client displays. You can check the detailed information of the event or alarm, view the alarm linked video, manage
the related information, and so on.

Note: You should configure the event or alarm settings via Web Client before you can check the related information and linkage actions via Control Client. For detailed configuration of event and alarm settings, please refer
to User Manual of HikCentral Web Client.

Click the icon on the control panel to enter the Aarm Center page.

Al - || Brcearaaminte | Mark Status~  Alarm Priority v Alarm Status~  Alarm Category~

Mark | Alarm Name | Alarm priority | Alarm Source | Triggering Eventy... | Alarm Time (Cont... | Alarm Status | Alarm category | Operation
s} Cameral_10.66 7 - Cameral 10667215 . License Plate Mism . 2017-07-25 11:28:05  Start, Unacknowled [
=1 Camerai_DS-2CD. Cameral DS-2CD638...  Motion Detection 2017-07-25 11:28:04  Start, Unacknowled o =
=1 Camerai_DS-2CD. Cameral_DS-2CD638...  Motion Detection 2017-07-25 11:2604  Start, Unacknowled o=
[n} Camera?_10.66.7. - Cameral 10.66.7215 .  License Plate Mism . 2017-07-25 11:2759  Start, Unacknowled [ =]
R camerat 10667 [N Cameral_10.66.72.15.  License Plate Mism . 2017-07-25 11:2757  Start, Unacknowled [ =)

Related Video [2 | Related Map 2

Go to Alarm Time Live View

Display on Smart Wall

Refer to the following table for the description of the icons on the alarm handling bar:

Clear Alarm Info Clear all the alarm information.

Display Type Select to display related video, releted map, or both of them.

E
k Display the audio warning status. Click to enable/disable audible waming

Muted

lof the current Control Client when alarm is triggered. For setting alarm
io On

Isound, refer to Alarm Sound Settings.

. Pop-up Window Disabled  |Pop up a window to display all the linked cameras' live videos, playback,
Pop-up Window Enabled  [and map when alarm is triggered.

\Am/Disarm the camera to enable/disable the alarm detection for the
|Arming Control
camera.
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Alarm Information of Resources

Purpose:
The alarm information of the connected cameras and alarm inputs displays, such as motion detection, video loss, and video tampering.
Steps:
1. Enter the Aarm Center page, click Real-Time Alarm tab, and select the Remote Site.
The alarm that received by the Control Client displays on the alarm list.
Mark: Mark the alarm information and the marked items can be filtered.
Alarm Name: The name of the alarm.
Alarm Priority: The priority including low, medium, high and custom level which indicates the urgent degree of the alarm.
Alarm Source: The resource (camera or alarm input) that occurred the alarm.
Triggering Event: Display the type of the event.
Alarm Time: The start time of the alarm.
Alarm Status: The status of the alarm, including Start, Unacknowledged; Start, Acknowledged; Stop, Unacknowledged; Stop, Acknowledged. Start means the alarm has not stopped yet and Acknowledged means the
alarm has been acknowledged by the user.
Alarm Category: The alarm type configured when acknowledge the alarm to indicate what kind of alarm itis.
Operation: You can acknowledge the alarm, delete the alarm, start two-way audio with the camera, download the alarm details (alarm information, alarm picture, linked video, linked map). The available operation
changes according to the alarm linkage of the camera. For detailed configuration, please refer to User Manual of Hik Central Web Client.
2. Setthe filter conditions to display the required alarms only, including Mark Status, Alarm Priority , Alarm Status, and Alarm Category.
3. Click to select an alarm and the alarm linked video (if any) shows on display window and the alarm source linked map (if any) will appear as well. You can click Go to Alarm Time to play the video from the alarm time,
click Live View to view the live video of the related cameras, or click Display on Smart Wall to play the playback on smart wall.
Note: For setting the related camera of the alarm, please refer to User Manual of Hik Central Web Client.
4. Inthe alarm list, you can click on the column name to sort the alarms.
For example, to sort the alarms by alarm priority level, click the Alarm Priority title and the alarms will be sorted by the alarm priority level. For setting the alarm priorities, please refer to the User Manual of Hik Central
Web Client.
5. To delete the alarm, click Clear Alarm Info to clear the displayed alarm records.

Arming Control

For arming control, click Arming Control to active the Aming Control window.

Alarm Arming @AmMAI @ Disarm All Alarm Status~  Alarm Priority
Triggered by z P a— ) - T )
Alarm Name | Alarm sourc.. | Alarm Prio.. | Disarming start Time Disarming Duration | Arming ... Operation
Camera bl
Camera1_10.18.130.122_ww... 10.18.147.135 oN Disarm
Search a

> B Liveview&Playback
> 101813040
v [ Future

~ B Alarm
@ Cameral_10.18.132.4_fish_exp
@ Cameral_10.18.132.2_people
® Cameral_10.18.132.34_PC

@® Camera3_10.18.147.6_Fish
@® Camerad_10.18.147.6_Fish
@ 132.9 vca
> B LPR
> 1B HEAT
> B PC
> @ TEST
> 1B yaojztst
> H oy
> yfdtest
> H wma
> B levelt

Steps:

. Set the filter condition on the left, including selecting triggered source and Remote Site.

N

Select the device for arming control.

Al the configured alarms of the selected device will display.

w

Click Disarm or Disarm All to disable the alarm detection and set the disarming start time and duration.
If you set to disable the alarm in a scheduled time, you can click Cancel Schedule to cancel this schedule.

[Exampile: If you set the disarming duration as 1 hour, then the event detection will be enabled again after 1 hour.

»

You can also click Arm or Arm All to enable the alarm detection.

Note: The disarming and arming control in Aarm Center only controls the alarm detection on the current Control Client.

- to return to the alarm center.
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Searching Event/Alarm Logs

Purpose:
You can search the event and alarm log files of the added resource for checking. For detailed configuration of event and alarm settings, please refer to User Manual of HikCentral Web Client.
Steps:
1. Enter the Aarm Center page and click the Alarm Search tab.
¥
Event Source Triggering Event Time
AL NES Al [ a
All
Search Reset
Video L
T ®  Alarm Event
Video Tampering Detection
E ; Marked | All -
Motion Detection
PIR Priority | All =
Scene Change Detection
Defocus Detection RS Al =
Audio Exception Detection Category | Al -
Mark Alarm Name Alarm Priority Alarm Source Triggering Event/Alarm Alarm Time Status Alarm Category Operation

ltem Per Page: | Self-adaptive ~

N

. Select the event source type as Camera, Aarm Input, Encoding Device, Server, ANPR, Generic Event, or Remote Site.
Note: The Remote Site is only available for the Central System with Remote Site Management module (based on the license you purchased).

. For event source types of Camera, Aarm Input, and ANPR, click D— and then check to select the corresponding source in the pop up resource panel.

w

Note: For the cameras added in Remote Site, you should select the location type. Central Storage and Remote Storage are available.

~

. For event source of Camera, Alarm Input, Encoding Device, Server, Generic Event, and Remote Site, select the event type for search in the Triggering Event field.

For event source of ANPR, select the vehicle list for search in the Triggering Event field. Select the event type as License Plate Matched or License Plate Mismatched and input the license plate number for search.

@

Set the time range for search. You can select Custom Time Interval and specify the start time and end time for search.

o

. Select the Event or Alarm radio button to select the log type.
Note: For event source of Cameras added in Remote Site with storage type of Central Storage, ANPR, Generic Event, and Remote Site, you can only select Alarm radio button to select the log type as alarm log.

~

. Click Search.
The matched alarms or events will display on the list. You can check the detailed event/alarm information.
Note: Please narrow the search condition if there are too manylog files.

After searching the alarms or events, you can perform the following operations.
o Click the Alarm Name field of the searched alarm to view the details and the linked picture, video, and map.
o Click the Event Name field of the searched event to view the details and linked video.
o Click 22 to start two-way audio with the camera if the camera support two-way audio function.

e Click i to save the information to your PC.
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Viewing Alarm Triggered Pop-up Window

Purpose:
After enabling the alarm linkage of Trigger Pop-up Window on the Web Client, and enabling the pop-up window function on the Control Client, the alarm window will pop up when the corresponding event/alarm is triggered.
Note: For setting the alarm linkage of Trigger Pop-up Window, please refer to the User Manual of Hik Central Web Client.

Alarm Information

@ Cameral_10.66.72.15-NO AN... Nideo, Picture

Alarm Time: 2017-07-26 10:09:41

Alarm...

Alarm Time (V5._.. 2017-07-25 19:09:41
Triggered by: Cameral_1066.72.15_Local&owr

Triggering Event: License Plate Mismatched Event

Description

Handle by yf

Alarm Status: Stop, Unacknowledged

Alarm Priority: | five hd
Alarm Category: -
Remark

Go to Alarm Time Live View Display on Smart Wall Stop

Previous Next Acknowledge Enable Pop-up Window

In the pop-up alarm window, you can view the alarm details including alarm source, alarm time, triggered event type, alarm status, and so on.

You can perform the following operations.

o Set the alarm priority, the alarm category, and input the note for the alarm according to actual needs.

Click Picture/Video/Map tab to view the alarm related cameras' captured pictures, the playback when alarm occurs, and view the camera/alarm input location on the map (if configured).

When viewing the video files of the related camera, you can click Go to Alarm Time to play the video from the alarm time. You can also click Live View to view the live video of the related cameras, or click Display on
Smart Wall to play the playback on smart wall.

Note: For setting the related camera of the alarm, please refer to User Manual of Hik Central Web Client.

Click the Acknowledge button to acknowledge the alarm and the alarm status becomes Acknowledged.

Click Previous or Next button to view the previous or next alarm information.

Uncheck Enable Pop-up Window checkbox to disable pop-up window when alarm triggers.

Note: When the pop-up alarm window remains open, the later alarm, if alarm level is higher, will be displayed in the pop-up alarm window, replacing the earlier one.
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Health Monitoring

Purpose:
Health Monitoring allows you to view the status of the VSM, Recording Server, Streaming Server, and connected cameras displays, such as the working status of the VSM, the online status of the cameras, and the recording
status of the cameras.

Note: For the status of cameras in a Remote Site, the signal status will not display. Steps:

1. Click k=SS on the control panel to enter the Health Monitoring page.

| camera status (Central) | server status
Video Surveillance Management Service
] Fa Y
= S
P el = i The server is running properiy.
Picture Storage: > No
Camera Offline 15 Record Exceptions 2
Signal Status Exception 1 > Getting recording status.. 1 >
Getting signal status fai.. 0 > No recording schedule 1 >
Recording Server
| Remote site status Network/CPU/RAM Status
)
- © Exception 0 >
ol2 Network Status Abnormal  Total Number Notice o2
< Normal 3
O Exception [
Abnormal  Total Number il : p—
Net k/CPU/RAM Stats
| Decoding Device Status ~ Sl an ) St
0o 0 é © Exception 0 >
0O
g Abnormal  Total Number Notice o>
Normal 2
Abnormal  Total Number

2. Click ) to enter the Status Overview page.
The status oveniew includes camera status, Remote Site status, decoding device status, VSMstatus, Recording Server status, and Streaming Server status.
‘You can click on the numbers and status type on the chart to enter the corresponding status page to view the details.
Note: The Remote Site status is only available for the Central System with Remote Site Management module (based on the license you purchased).

3. From the menu on the left, you can enter the detailed status page of cameras, encoding devices, Recording Servers, and Streaming Senvers.

Here we take Camera Status as an example.

to enter the Camera Status detail page.

Camera Include Sub-area Q
@ HikCentral Center = e Address Area Connection ... Net Status signal St... Recording St.. | Operation
Q 10.18.147.92 @ 1 Connection Nu... On-line (Dir... Normal Exception 5]
7 10.18.147.94 1 Connection Nu On-line (Dir. Normal Recording o
10.18.147.95 1 Connection Nu Onine (Dir Normal Exception [}
Camera 01_1 1 Connection Nu Offline (Pro Exception Unconfigured =
Camera 02_1 Areal02 Connection Nu... Offline (Pro Exception Uncenfigured 2]
Camera 03_1 Areal02 Connection Nu Offiine (Pro Exception Unconfigured =
Camera 04_1 Areal02 Connection Nu Offiine (Pro Exception Uncanfigured [}
Camera 05_1 Area02 Connection Nu Offiine (Pro Exception Uncanfigured (5]
Camera 06_1 Areal02 Connection Nu Offline (Pro Exception Unconfigured c
Camera 07_1 1 Connection Nu... Offline (Pro Exception Uncenfigured =
Camera 08_1 1 Connection Nu Offline (Pro Exception Uncanfigured Is]
IPCamera 01 1 Connection Nu Offline (Pro Exception Uncanfigured )
IPCamera 02 1 Connection Nu Offline (Pro Exception Unconfigured [+
Camera 01 1 Connegtion Nu Onine (Pr Normal Unconfigured (&
IPCamera 04 1 Connection Nu... Offline (Pro Exception Uncenfigured ]
Total-36 Page:1/3 Item Per Page: | Self-adaptive ~ ¥ bl Page Go

In the area panel on the left, select one Remote Site and click to select an area.
The information of cameras belonging to the area displays.

. Click the camera name to view its details status and basic information.

jii. Click the Address field to go to the Encoding Device status page or Remote Site status page to view the device or Remote Site status.

Note: Address refers to the IP address or domain name of the device or Remote Site that the camera belongs to.

. If the camera's event or alarm configuration has an exception, an icon - will appear near the camera name. Contact the admin user to edit the configuration via Web Client.

=

<

(Optional) Select Include Sub-area to display the cameras belonging to the sub-areas of the selected area.

<.

(Optional) Select All Exceptions to display the cameras in exceptional status only. You can also select the detailed exception type from the drop-down list to display the specific exception only.

vii. (Optional) Click inthe Operation column to refresh the camera status.

ii. (Optional) Click in the Operation column to go to the Web Client.

<.

ix Click Restore All Network Connections to restore all the connection modes of added encoding devices or Remote Sites to Automatically Judge mode.
X (Optional) You can also input the keywords in the search field in the upper-right comer to search the camera.
5. (Optional) For Remote Site status, c lick @‘. or @. in the Operation column to switch the device accessing mode between Automatically Judge mode and Proxy mode.
6. (Optional) For Encoding Device status, when the encoding device is in the same LAN with the VVSM, you can click & or & to switch the device accessing mode between Automatically Judge mode and Proxy mode.
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When the encoding device is not in the same LAN with the VSM, switch the device accessing mode between Direct Connection mode, Proxy mode, and Automatically Judge mode.
If the added encoding device firmware version is not completely compatible, the system will prompt you with the @ near the the device version.
The following functions are not supported when the DVR or NVR is connected to specific types of cameras:

o Thermal camera: Fire detection, temperature alarm, and temperature difference alarm.

o 360° panoramic camera: Live view and playback.

o Camera which supports PTZ control: Patrol settings.

o Master-slawe linkage.

As aresult, to ensure the proper usage, we recommend you upgrade the device firmware. For details about the version, contact Hikvision technical support.
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Tools

Purpose:
The HikCentral Control Client provides multiple tools to offer you powerful functions.

Smart Wall: Play the live view or playback on smart wall. For details, refer to Smart Wall.

VSPlayer: Play the video files stored on your PC.

Broadcast: Broadcast messages to the selected areas.

Alarm Output: Tum on/off the alarm outputs of the connected camera.

Two-Way Audio: Start talking to the selected camera.
VSPlayer

On the control panel, click VSPlayer to run the VSPlayer. The available video files display on the playlist and you can double-click the video to playit.
For detailed operation information about the VSPlayer, dickE in the upper-right comer of the VVSPlayer interface and select User Manual to view the VSPlayer's user manual.

Broadcast

On the control panel, click Broadcast to open the broadcast window.
Click Start to broadcast messages to a specific device and click Stop to stop. You can also click Start All to broadcast messages to all added devices, and click Stop All to cancel all broadcasts.

Note: This function is not supported by the devices added from Remote Site.
Alarm Output Control

On the control panel, click Alarm Output Control to open the Aarm Output Control window.
Select Turn On to turn the specific device's alarm output on and click Turn Off to turn the alarm output off. You can also click Turn On All to turn all devices' alarm outputs on, and click Turn Off All to turn all alarm outputs off.

Note: This function is not supported by the devices added from Remote Site.
Two-Way Audio

Notes:
o This function is not supported by the devices added from Remote Site.
* Two-wayaudio onlyworks on cameras with this functionality.
Steps:
1. On the control panel, click Two-Way Audio to open the two-way audio window.
2. Click Select Camera to open the select camera window.
3. Selecta camera and click OK.
4. Click Start to send audio through the selected camera or device. Click Stop to finish two-way audio.

. Optionally, you can click g to adjust the microphone volume, and click Q)

o

to adjust the speaker volume.
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Download Center

Purpose:
Use the Download Center to view and manage all the download tasks.
Steps:
1. Click Download Center on the control panel to enter the Download Center page.

Download Center

& Al ® startal Stop Al [ Delete all 2, Download Player Q
é Downloading Name Size Status Operation
24 Done

2. Click All to check all the download tasks.

3. Click Pause to pause the downloading process, click Start to resume the downloading, click Start All to resume all the paused tasks, click Stop All to stop all the downloading tasks, click * to remowe the
downloading task, or click Delete All to delete all the downloading records. (You can also select to delete the downloaded video files). For the downloaded video files, click Open File to view it.

4. Click the Downloading tab to view the ongoing downloading tasks.

5. Click the Done tab to view the completed downloading tasks.

6. Click Download Player to download the player to your PC for playing the downloaded files.

54



HikCentral Control Client User Manual

Log Search

Purpose:

You can search and view the log files of the VSM, Remote Site, cameras, and smart walls connected to it. The server logs refer to the log files of the VSM, the Remote Site logs refer to the log files of the Remote Site, the

device logs refer to the log files of the connected cameras and are stored on the local device, and the smart wall logs refer to the log files of the connected smart walls.

Click Log on the control panel to enter the Log page.

Server Logs v
Lag Type [ Export
Operation Lag x. 3
Operation

All -

User Name

All

123456789012345678901234....
BS

HIKVISIOM\User Accountsh..
HJJ

MOBILE

OTHER

Time

Last & Hours -

arch

Operation Time

ltem Per Page

| UserName | IP Address | ClientType | Log Type | Description ..

Self-adaptive ~

Server Name

Server Type

Area N

Searching Server Log Files

Steps:

. Enter the HikCentral Control Client Log page.

N

Select Server Logs from the drop-down list.

1<

Select the Log Type and the corresponding search condition.

There are two log types available: Operation Log and System Log.

« Operation Log: Select the operation type and the user name.

o System Log: Select the system type and the user name.

IS

. Inthe Time field, set the time period for the search.

Select Custom Time Interval to specify the start ime and end time for the search.

o

Click Search.

The matched log files with details will be displayed in the list.

Note: Narrow the search condition if there are too many log files.

Searching Remote Site Log Files

Steps:

. Enter the HikCentral Control Client Log page.
Select Remote Site Logs from the drop-down list.
Select one Remote Site.

H w N

Select the Log Type and the corresponding search condition.

There are two log types available, including Operation Log, and System Log.

« Operation Log: Select the operation type.
o System Log: Select the system type.

o

In the Time field, set the time period for the search.

Select Custom Time Interval to specify the start time and end time for the search.

o

Click Search.
The matched log files with details will displayin the list.

Note: Narrow the search condition if there are too many log files.

Searching Device Log Files

Steps:
1. Enter the HikCentral Control Client Log page.
2. Select Device Logs from the drop-down list.
3. Selectthe device.
4. Selectthe Major Type and the corresponding Mnor Type.
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5. Inthe Time field, set the time period for the search.

Select Custom Time Interval to specify the start time and end time for the search.
6. Click Search.

The matched log files with details will displayin the list.

Note: Narrow the search condition if there are too many log files.
Searching Smart Wall Log Files

Steps:

. Enter the HikCentral Control Client Log page.
Select Smart Wall Logs from the drop-down list.
Select the operation type.

Select the user name.

o H N

In the Time field, set the time period for the search.
Select Custom Time Interval to specify the start ime and end time for the search.
Click Search.

o

The matched log files with details will displayin the list.

Note: Narrow the search condition if there are too manylog files.

Backing Up Log Files

Purpose:
The log files can be exported to your PC.
Steps:
1. Search for log files.
2. Click Export and select a local saving path.
3. Click Save to export the found log files.
Note: The exported logs are saved in *.csvformat.
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System Settings

Purpose:

The System page contains basic settings and application settings. Use Basic settings to configure general parameters, image parameters, and file saving paths. Use Application settings to configure alarm sounds, and
the icons shown on the Live View toolbar and Playback toolbar.

Click System on the control panel to enter the System page.

System

~ Basic Settings

General

Configuring General Parameters (e.g., Metwork Performance, and Picture Format)

e o Network Performance: | Best L
File
Keyboard and Joystick Picture Fermat: | JPEG
 Application Settings Maximum Mode: | Maximize =
Live View
Auto-login: [leldd
Playback
Alarm Center Resume Last Interface: [Elid

Note: Click the Default Value to restore the defaults of all the system configurations.
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General Settings

Purpose:
You can set the frequently-used parameters, such as the picture format, network performance, etc.
Steps:

1. Enter the HikCentral Control Client System page.

2. Click the General tab to enter the General Settings interface.

3. Configure the general parameters. For details, see the General Parameters Table.

4. Click Save.

Configuring General Parameters (e.g., Network Performance, and Picture Format)

MNetwork Performance: | Best %
Picture Format: | JPEG %
Maximum Mode: | Maximize .

Auto-login:

Resume Last Interface:

General Parameters Table

Parameter Description
Network Performance Set the network conditions to Normal, Better, or Best.
Picture Format Set the file format for the captured pictures during live view or playback.
Select Maximize or Full Screen as the maximum mode. Select Maximize to maximize
Maximum Mode the displayand show the taskbar. Select Full Screen to display the clientin full-
screen mode.

Remember the user name and password and log in to the Control Client
Auto-login
automatically.

Restore the interface last opened or the function last performed, such as live view,
Resume Last Interface

map, people counting, or heat map., when you run the client the next time.
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Image Parameters

Steps:
1. Enter the HikCentral Control Client System page.
2. Click the Image tab to enter the Image Parameters page.
3. Configure the image parameters. For details, see the Image Parameters Table.
4. Click Save.

Configuring Picture Parameters (e.g., View Scale, Play Performance)

View Scale: | Full Screen hd

Play Performance: | Self-adaptive =

Auto-change Stream Type:

Enable Highlight:

VCA Rule:

GPU Hardware Decoding:

Overlay Transaction Information:

Overlay Temperature Information:

Save Default Value

Image Parameters Table

Parameter Description

The view scale of the video in live view or playback. It can be set as Full Screen, 4:3,
View Scale

16:9 or Original Resolution.

The play performance of the live video. You can set it as Shortest Delay or Self-

Play Performance
adaptive according to the hardware performance of the PC.
When set to On, this setting changes the stream type automaticallyin live view
Auto-change Stream Type

according to window division and the size of the display window.

When On, highlight motion detecting marks the detected objects with green
Highlight Motion Detecting Area
rectangles in live view and playback.

VCARule When On, displays the VCArule in the live view and playback.
When On, enables GPU decoding for live view and playback to save CPU resources.
Notes:
e Your PC must support GPU decoding.
GPU Hardware Decoding » After enabling GPU decoding, the newly started live view and playback for GPU
decoding.
o Ifthe client shows a blurred screen after enabling GPU decoding, disable GPU
decoding.

When On, displays the transaction information on the live view and playback image.
Overlay Transaction Information  Note: Overlay Transaction Information is not supported when GPU hardware

decoding is enabled.

Overlay Temperature Information When On, displays the temperature information on the live view and playback image.
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File Saving Path Settings

Purpose:
You can set the file saving paths for the files you download to your PC (manual or downloaded recording files, the captured pictures and the audio file recorded during two-way audio). You can also configure the FTP
settings which can be used for saving manual recordings and pictures to the FTP senver.
Steps:
1. Enter the HikCentral Control Client System page.
2. Click the File tab to enter the File Saving Path Settings interface.
3. Click Browse and select a local path for the corresponding files.
¢ Save Video File to: The video file refers to the manual recording files during live view, the clipped video during playback, the downloaded record files during playback and the record files downloaded from the
Download Center page.
« Save Pictures to: The pictures refer to the captured pictures during live view and playback.
* Save Packages to: The package files refer to the client installation packages.
4. For FTP settings, enter the IP address, port number, the login user name and password of the FTP server, and set a saving path for the uploaded pictures and video files.

5. Click Save.

Configuring File Saving Path (e.g., Video File, and Picture File)

Save Video to: | CyHikCentral/videos 19 GB free of

Save Picture to: | Cy/HikCentral/capture/

Save Package to: | Ci/HikCentral/package/
FTP Settings
1P Address: port: | 21
User Name: Password:
Saving Path:
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Keyboard and Joystick Settings

Purpose:
You can set shortcuts for the following hardware for quick and convenient access to the commonly used actions: DS-1003KI, DS-1004KI, and DS-1005KI keyboards, PC keyboards, USB joysticks, and USB keyboards
Note: For detailed operation of connecting the DS-1003KI, DS-1004KI, and DS-1005K] keyboards to a PC that runs the Control Client, refer to the user manual for the corresponding keyboard.
Steps:
. Enter the HikCentral Control Client System page.
Click the Keyboard and Joystick tab to enter the Keyboard and Joystick Parameters page.
For DS-1003KI and DS-1004KI keyboards select the serial port from the drop-down list.
For PC keyboards, USB joysticks, and USB keyboards:
I. Selecta function from the list.
II. Double-click the item field under the PC keyboard, USB joystick, or USB keyboard column.

H w N

lll. Select the compound keys operation or number from the drop-down list to set it as the shortcuts for the function on the PC keyboard, USB joystick, or USB keyboard.
Click Save.

o

Configuring the COM of Keyboard and Shortcuts for Keyboard and Joystick.

DS-1003KI/1004KI Keyboard Settings:

Serial Port: Disable -

PC Keyboard and USB Joystick Settings

Set up shortcuts of PC keyboard and USE jovstick for frequently used functions of the system.

No. | Function | PC Keyboard | USB Joystick | USB Keyboard

1 Capture Ctrl + Print Screen Right Buttan

2 Fast Forward

3 Slow Forward

4 Focus (+) Home

5 Focus (-) End

6 Zoom In (+) = Clockwise Rotate

7 Zoom Qut (-) - Counterclockwise Rotate
8 IRIS (+) Page Up
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Live View Settings

Purpose:
You can customize the icons shown on the toolbar of the displaywindow for live view control.
Steps:
1. Enter the HikCentral Control Client System page.
2. Click Live View to enter the Live View Settings interface.
3. Customize live view toolbar: You can click the icon to set the live view toolbar.
I. To hide an icon, click the icon in the list to add it to the gray frame below. Icons in the gray frame will be hidden in the toolbar of the live view window.
To show an icon on the toolbar, click the icon in the gray frame to add it back to the live view toolbar.
II. To adjust icon positions, drag the icons in the icon list.
Note: For funcion instructions about the icons, refer to Live View.
4. Setthe Always Display Toolbar to ONto always display the toolbar on the live view window.
5. Click Save.

View Toolbar

Customize Liv

= ® ® 4 @ =) 2 E
Capture Print Record Playba Two-Wa Digita 3D Pos PTZ Co Fishey
fd Eag
Camera Arming Edit T. Live V.

Display Settings

Always Display Toolbar m
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Playback Settings

Purpose:

You can customize the icons shown on the toolbar of the displaywindow for playback control.

Steps:

1. Enter the HikCentral Control Client System page.

2. Click Playback to enter the Playback Settings interface.

3. To hide an icon, click the icon in the list to add it to the gray frame below., Icons in the in the gray frame will be hidden in the toolbar of the live view window.

To show an icon on the toolbar, click the icon in the gray frame to add it back to the live view toolbar.

4. To adjust icon positions, drag the icons in the icon list.

Note: For function instructions about the icons, refer to Normal Playback.

5. Set the Always Display Toolbar switch to ONto always display the toolbar on the playback window.

6. Click Save.

Customize Playback Toolbar

Display Settings

Always Display Toolbar m

Default Value

= 36 H a ©] S [=] o
Capture Print Clip Tag Lock Digita Downlo Fishey VCAPI
e g &
Camera Switch Playba Transc
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Alarm Sound Settings

Purpose:

When an alarm, such as a motion detection alarm, video exception alarm, etc., is triggered, the client can be set to give an audible warning and the sound of the audible waming can be configured for different priority levels.
Steps:

. Enter the HikCentral Control Client System page.

[

Click Alarm Center to enter the Alarm Sound Settings interface.

w

Select Wice Engine or Local Audio Files.
Notes:

* For \wice Engine, the function should be supported by the operating system of your PC. If you select \bice Engine, the PC will play the voice text configured on the Web Client when the alarm is triggered.
e For Local Audio File, follow steps 4 and 5.

IS

. Click Browse and select audio files from the local PC for different alarm levels.

Note: For configuring the priority level, please refer to the User Manual of Hik Central Web Client.

5. Optionally, you can click U to test the audio file.
6. Click Save.

Note: The format of the audio file can only be *.wav.

Configuring &larm Sound (e.g., Motion Detection Alarm, and Video Exception Alarm)

Voice Engine (need support by the O5)

* Local Audio Files

High | high_alarm.wav Browse | | )
Medium | medium_alarm.wav Browse | | )
Low | low_alarmwav Browse | | )
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